
You don’t have to look far to find a webcam. They’re on your laptop, tablet, and smartphone. 
It’s great to be able to chat with friends or family and see their faces, but webcams also pose a 
danger to your privacy and security.

Hackers can disable the light that normally signals when your camera is in use. They can view 
your home or office, listen to conversations, gain access to your screen and view personal 
information. Help protect yourself from this type of cyber threat posed by hackers and follow 
these six easy steps. 

Six Tips to Improve Webcam Privacy and Security

1. Use a sliding webcam cover
2. Get antivirus software
3. Make sure your firewall is running
4. Change the password on your wireless webcam
5. Update your operating system and software
6. Avoid suspicious links or attachments

Click here to read the full article from Norton Antivirus.

Grab a webcam cover at 
one of our Banking Centers

Don’t let cyber criminals gain access to your webcam
WE’VE GOT YOU COVERED

https://us.norton.com/internetsecurity-privacy-reasons-why-people-cover-their-webcam.html

